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Datenschutzinformation Bewerber*innen 
 
Diese Datenschutzinformation gilt für Personen, die sich auf Stellen bei Ipsen in Deutschland, 
Österreich und der Schweiz bewerben. Diese Datenschutzinformation informiert Sie darüber, welche 
Ihrer personenbezogenen Daten Ipsen zu welchen Zwecken verarbeitet. 
 

I. Verantwortliche Stelle und Kontakt zum Datenschutzbeauftragten 
Verantwortlich für die Verarbeitung Ihrer personenbezogenen Daten ist: 
Ipsen Pharma GmbH („Ipsen DE“) 
Einsteinstraße 174, 81677 München, Deutschland 
für in Österreich ausgeschriebene Stellen ergänzend 
Ipsen Pharma Austria GmbH („Ipsen AT“) 
VIENNA Spaces Icon Central Station, Gertrude-Fröhlich-Sandner Straße 2-4, Tower 9, 
Floor 7-9, 1100 Wien, Österreich 
für in der Schweiz ausgeschriebene Stellen ergänzend 
Ipsen Pharma Schweiz GmbH („Ipsen CH“) 
Industriestraße 47, 6300 Zug, Schweiz 
Ipsen DE, Ipsen AT und Ipsen CH werden im Folgenden auch „Ipsen“ genannt. 
 
Unseren Datenschutzbeauftragten erreichen Sie unter unserer Postadresse mit dem Zusatz 
„der Datenschutzbeauftragte“ oder unter datenschutz@ipsen.com 
 

II. Verarbeitungszwecke und Rechtsgrundlage 
Sie können sich auf elektronischem Wege über unser Bewerberportal Workday (Workday 
Limited, The King’s Building, 152 – 155 Church Street, Dublin 7, D07 A0TN, Irland), welches 
in Dublin, Irland gehostet wird, bei uns bewerben. Wir verarbeiten Ihre im Rahmen des 
Bewerbungsprozesses angegebenen, durch hochgeladene Dateien zur Verfügung gestellten 
und von uns direkt bei Ihnen oder über eine Suche im Internet (Websuche, wie bspw. Google, 
LinkedIn) angefragten personenbezogenen Daten ausschließlich zur Verwaltung, Prüfung, 
Archivierung und Bearbeitung Ihrer Bewerbung und unter Beachtung der einschlägigen 
datenschutzrechtlichen Vorschriften, insbesondere der Datenschutz-Grundverordnung 
(DSGVO) und des Datenschutzgesetzes (DSG, Schweiz). Rechtsgrundlage für die 
Verarbeitung ist die Erfüllung eines Vertrages beziehungsweise die Durchführung 
vorvertraglicher Maßnahmen. Wir verarbeiten Ihre Daten ergänzend aufgrund unserer 
gesetzlichen Verpflichtung, den Vorschriften aus dem Gleichbehandlungsgesetz 
nachzukommen. Sollten Sie uns im Rahmen des Bewerbungsverfahrens besondere 
Kategorien personenbezogener Daten (bspw. Gesundheitsdaten) mitteilen, verarbeiten wir 
diese Daten aufgrund Ihrer ausdrücklichen Einwilligung und um die Ihnen und uns aus dem 
Arbeitsrecht, dem Recht der sozialen Sicherheit und des Sozialschutzes erwachsenden 
Rechte auszuüben und den diesbezüglichen Pflichten nachzukommen. 
 
Wenn Ihre Bewerbung erfolgreich ist, werden wir Ihre Daten verarbeiten, um Ihnen ein 
Angebot zu unterbreiten. Wenn wir Sie einstellen, werden Ihre Daten zur Verwaltung von 
Mitarbeiterdaten in unser HR-System hochgeladen. 
 

III. Weitergabe an Dritte 
Eine Übermittlung Ihrer Daten an Dritte außerhalb der Ipsen-Gruppe erfolgt grundsätzlich 
nicht. Bewerbungen für ausgeschriebene Stellen in Deutschland, Österreich und der Schweiz 
werden ausschließlich von unserem in Deutschland ansässigen lokalen Talent Acquisition 
Partner (Recruiting), dessen Führungskraft (ansässig in Dublin, Irland) und dem einstellenden 
Fachbereich eingesehen und bearbeitet. Bewerbungen auf Stellen auf Director-Ebene 
werden von unserem globalen Talent Acquisition Partner (ansässig im Vereinten Königreich 
und Dublin, Irland) und dem einstellenden Fachbereich sowie dem zugehörigen Team 
eingesehen und bearbeitet. Sollten Daten an ein verbundenes Unternehmen in einem Land 
außerhalb des Europäischen Wirtschaftsraumes (EWR) übermittelt werden, dessen 
Datenschutzniveau bisher von der Europäischen Kommission nicht als angemessen 
eingestuft wurde, werden sie durch die von der Europäischen Kommission genehmigten 
Standardvertragsklauseln (in Form des Intra Group Agreements von Ipsen inkl. Swiss 
Addendum) ausreichend geschützt. Sofern Ipsen die gespeicherten Daten an 
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Auftragsverarbeiter weitergibt, trifft Ipsen geeignete Vorkehrungen zur Sicherstellung eines 
angemessenen Datenschutzniveaus beim Auftragsverarbeiter. 
 

IV. Dauer der Datenspeicherung 
Ihre personenbezogenen Daten werden nach Abschluss des Bewerbungsverfahrens sofort 
bzw. nach maximal 6 Monaten gelöscht, sofern es nicht zu einem Vertragsschluss gekommen 
ist. 
 

V. Ihre Rechte im Zusammenhang mit der Verarbeitung Ihrer personenbezogenen Daten 
(Betroffenenrechte) 
 

Recht auf Auskunft Sie können Auskunft darüber verlangen, ob und welche 
personenbezogenen Daten wir über Sie gespeichert haben und 
zu welchen Zwecken wir die Daten verarbeiten, wem diese 
Daten offengelegt werden, wie lange die Daten gespeichert 
werden und welche weiteren Rechte Ihnen in Bezug auf diese 
Daten zustehen. 
 

Recht auf 
Berichtigung 

Sie haben das Recht, Ihre personenbezogenen Daten 
korrigieren zu lassen, wenn sie unrichtig oder unvollständig 
sind. 
 

Recht auf Löschung Dieses Recht wird auch als "Recht auf Vergessenwerden" 
bezeichnet und ermöglicht Ihnen, die Löschung oder Entfernung 
Ihrer Daten zu verlangen, wenn es für uns keinen zwingenden 
Grund gibt, diese weiter zu verwenden. 
 

Recht auf 
Einschränkung der 
Verarbeitung 

Sie haben das Recht, die weitere Verwendung Ihrer Daten unter 
bestimmten Umständen zu "blockieren" oder zu unterdrücken. 
Wenn die Verarbeitung eingeschränkt wird, können wir Ihre 
Daten weiterhin speichern, dürfen sie aber mit wenigen 
Ausnahmen nicht weiterverwenden. 
 

Recht auf 
Datenübertragbarkeit 

Sie haben das Recht, Ihre personenbezogenen Daten, die Sie 
uns bereitgestellt haben, in einem strukturierten, gängigen und 
maschinenlesbaren Format zu erhalten und 
wiederzuverwenden. Sie haben zudem das Recht, diese Daten 
einem anderen Verantwortlichen ohne Behinderung durch Ipsen 
zu übermitteln. 
 

Recht auf 
Widerspruch 

Sie haben das Recht, der Verarbeitung Ihrer 
personenbezogenen Daten zu widersprechen. Sofern die 
DSGVO anwendbar ist, haben Sie das Recht, aus Gründen, die 
sich aus Ihrer besonderen Situation ergeben, jederzeit gegen 
die Verarbeitung Sie betreffender personenbezogener Daten, 
die aufgrund von Art. 6 Abs. 1 f DSGVO (Datenverarbeitung zur 
Wahrung eines berechtigten Interesses) erfolgt, Widerspruch 
einzulegen, dies gilt auch für ein auf diese Vorschrift gestütztes 
Profiling. 
Im Falle Ihres Widerspruchs verarbeiten wir Ihre 
personenbezogenen Daten nicht mehr, es sei denn, wir können 
zwingende schutzwürdige Gründe für die Verarbeitung 
nachweisen, die Ihre Interessen, Rechte und Freiheiten 
überwiegen, oder die Verarbeitung dient der Geltendmachung, 
Ausübung oder Verteidigung von Rechtsansprüchen. 
 

 
Sie haben zudem das Recht auf Beschwerde bei der zuständigen Aufsichtsbehörde, wenn 
Sie der Ansicht sind, dass die Verarbeitung Ihrer personenbezogenen Daten gegen 
Datenschutzvorschriften verstößt. 



 
 
 

Stand: Oktober 2025  Seite 3 von 3 

Ipsen General 

 
Um Ihre Rechte wahrzunehmen, können Sie sich an die verantwortliche Stelle oder an den 
Datenschutzbeauftragten unter den angegebenen Kontaktdaten wenden. 

 
VI. Erforderlichkeit der Bereitstellung Ihrer personenbezogenen Daten 

 
Die Bereitstellung Ihrer personenbezogenen Daten im Rahmen des Bewerbungsprozesses ist 
für die Durchführung vorvertraglicher Maßnahmen, insbesondere zur Durchführung des 
Bewerbungsprozesses notwendig. 
 
Wir können eine Entscheidung zur Begründung eines Beschäftigungsverhältnisses nur treffen 
bzw. ein Beschäftigungsverhältnis mit Ihnen nur begründen, sofern Sie die 
personenbezogenen Daten angeben, die im Rahmen des Bewerbungsprozesses erforderlich 
sind. 
 

VII. Automatisierte Entscheidungsfindung 
 
Die Entscheidung über Ihre Bewerbung beruht nicht ausschließlich auf einer automatisierten 
Verarbeitung. Somit findet keine automatisierte Entscheidung im Einzelfall im Sinne des Art. 
22 DSGVO/Art. 21 DSG statt. 
 
Verantwortliche Stelle: Kontakt zum Datenschutzbeauftragten: 
Ipsen Pharma GmbH E-Mail: datenschutz@ipsen.com 
Einsteinstraße 174 
81677 München, Deutschland
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Candidates’ Privacy Notice 
 
This privacy notice applies to individuals applying for positions at Ipsen in Germany, Austria, and 
Switzerland. It informs you about which of your personal data Ipsen processes and for what purposes. 
 

I. Controller and Contact Details of the Data Protection Officer 
The controller responsible for processing your personal data is: 
Ipsen Pharma GmbH („Ipsen DE“) 
Einsteinstraße 174, 81677 Munich, Germany 
for job vacancies in Austria additionally: 
Ipsen Pharma Austria GmbH („Ipsen AT“) 
VIENNA Spaces Icon Central Station, Gertrude-Fröhlich-Sandner Straße 2-4, Tower 9, 
Floor 7-9, 1100 Vienna, Austria 
for job vacancies in Switzerland additionally: 
Ipsen Pharma Schweiz GmbH („Ipsen CH“) 
Industriestraße 47, 6300 Zug, Switzerland 
Ipsen DE, Ipsen AT and Ipsen CH are hereinafter collectively referred to as “Ipsen”. 
 
You can contact our Data Protection Officer at our postal address with the addition “Data 
Protection Officer” or via datenschutz@ipsen.com. 
 

II. Purpose of Processing and Legal Basis 
You may apply electronically via our job portal Workday (Workday Limited, The King’s 
Building, 152 – 155 Church Street, Dublin 7, D07 A0TN, Ireland), which is hosted in Dublin, 
Ireland. We process the personal data you provide during the application process, via 
uploaded documents, or obtained directly from you or through internet searches (e.g., 
Google, LinkedIn), solely for the administration, review, archiving, and handling of your 
application, in accordance with applicable data protection laws, particularly the General Data 
Protection Regulation (GDPR) and the Swiss Federal Act on Data Protection (FADP). The 
legal basis for processing is the performance of a contract or the implementation of pre-
contractual measures. Additionally, we process your data to comply with legal obligations 
under equal treatment laws. If you provide special categories of personal data (e.g., health 
data) during the application process, we process this data based on your explicit consent and 
to exercise rights and fulfill obligations under labor law, social security, and social protection 
law. 
 
If your application is successful, we will process your data to make you an offer. Upon hiring, 
your data will be uploaded into our HR system for employee data management. 
 

III. Disclosure to Third Parties 
In general, your data will not be disclosed to third parties outside the Ipsen Group. 
Applications for positions in Germany, Austria, and Switzerland are reviewed and processed 
exclusively by our local Talent Acquisition Partner (based in Germany), their manager (based 
in Dublin, Ireland), and the hiring department. Applications for Director-level positions are 
reviewed and processed by our global Talent Acquisition Partner (based in the UK and 
Dublin, Ireland), the hiring department, and the relevant team. If data is transferred to an 
affiliated company in a country outside the European Economic Area (EEA) that has not been 
deemed to have an adequate level of data protection by the European Commission, it will be 
protected by the European Commission’s approved Standard Contractual Clauses (in the 
form of Ipsen’s Intra Group Agreement including the Swiss Addendum). If Ipsen shares stored 
data with processors, Ipsen ensures appropriate safeguards to maintain an adequate level of 
data protection. 
 

IV. Duration of Data Storage 
Your personal data will be deleted immediately or no later than 6 months after completion of 
the application process, unless a contract is concluded. 
 

V. Your rights in connection with the processing of your personal data (data subject 
rights) 
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Right of Access You may request information about whether and which personal 
data we hold about you, the purposes of processing, recipients 
of the data, retention periods, and your rights regarding this 
data. 
 

Right to Rectification You have the right to have inaccurate or incomplete personal 
data corrected. 
 

Right to Erasure Also known as the “right to be forgotten,” this allows you to 
request the deletion of your data when there is no compelling 
reason for us to continue using it. 
 

Right to Restriction of 
Processing 

You have the right to “block” or suppress the use of your data 
under certain circumstances. If processing is restricted, we may 
still store your data but not use it further, with few exceptions. 
 

Right to Data 
Portability 

You have the right to receive the personal data you provided to 
us in a structured, commonly used, and machine-readable 
format and to transmit it to another controller without hindrance. 
 

Right to Object You have the right to object to the processing of your personal 
data. If the GDPR applies, you may object at any time to 
processing based on Article 6(1)(f) GDPR (processing for 
legitimate interests), including profiling. 
If you object, we will no longer process your personal data 
unless we can demonstrate compelling legitimate grounds that 
override your interests, rights, and freedoms, or the processing 
is for the establishment, exercise, or defense of legal claims. 
 

 
You also have the right to lodge a complaint with the competent supervisory authority if you 
believe that the processing of your personal data violates data protection regulations. 
 
To exercise your rights, you may contact the controller or the Data Protection Officer using the 
contact details provided. 

 
VI. Necessity of Providing Your Personal Data 

 
Providing your personal data during the application process is necessary for the 
implementation of pre-contractual measures, particularly for conducting the application 
process. 
 
We can only make a decision regarding the establishment of an employment relationship or 
enter into such a relationship if you provide the personal data required for the application 
process. 
 

VII. Automated Decision-Making 
 
The decision regarding your application is not based solely on automated processing. 
Therefore, no automated individual decision-making within the meaning of Article 22 GDPR / 
Article 21 DSG takes place. 
 
 
 
Controller: Contact Details of the Data Protection Officer: 
Ipsen Pharma GmbH E-Mail: datenschutz@ipsen.com 
Einsteinstraße 174 
81677 Munich, Germany 


